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**CUESTIÓN 3. Puesta en funcionamiento y asistencia**

* **Siguiendo los dos puntos anteriores, el alumno deberá:**

Obtener o tener los conocimientos básicos del funcionamiento de un ordenador y como se usa libremente, para así poder seguir los pasos dados en clase.

* **Habilitar la configuración de red necesaria para dar acceso a todos los dispositivos**

Para habilitar la red dentro de este grupo lo que hacemos es, que en un servidor DHCP le asigne una dirección ip de la red que se está utilizando, al resto de ordenadores le damos una dirección IP a partir del servidor DHCP.

Una vez dada las ip a los ordenadores, lo que hacemos es irnos al explorador de archivos, al apartado de red y activamos la detección de redes, y una vez hecho eso, podremos conectarnos de un ordenador a otro.

* **Optimizar la comunicación y el consumo de energía**

Para optimizar la comunicación utilizaremos varios Switch ya que almacena la dirección MAC de la tarjeta de red de los ordenadores y cuando tiene que enviar información a los equipos al tener la dirección MAC  le envía directamente los datos sin pasar por otros equipos (elige la ruta más corta y más segura).

Para reducir el consumo de energía hemos escogido equipos que sean lo más específicos para lo que necesitamos y así poder ahorrar energía con ellos. Tendremos 1 servidor que nos dará determinados servicios para ahorrar dinero y energía.

Cuando no estemos utilizando los dispositivos los apagaremos para ahorrar energía (tablets, móviles, proyector, etc).

* **Ofrecer soluciones sencillas y rápidas ante cualquier imprevisto o falla del sistema.**

Tendremos un departamento de técnicos el cual nos puede ofrecer servicio la misma empresa que nos ha realizado la instalación de la red y del hardware.

* **Instalación y configuración de actualizaciones, tareas programadas, backups correctamente funcionales.**

Las actualizaciones se retrasaran mínimo 7 días para confirmar que las actualizaciones son seguras. Las tareas programadas serían hacer una copia de seguridad diferencial para tan solo añadir los cambios realizados. Las copias de seguridad se harían mínimo 1 cada semana y recomendable 1 cada 4 días. Las backups se podrán guardar en un NAS o en una nube como AWS.

* **Razona qué tipo de seguridad inalámbrica aplicas a estos dispositivos y por qué.**

Dentro de seguridad inalámbrica utilizaría   WPA2-PSK, ya que soporta una clave de hasta 63 caracteres alfanuméricos, y además, a partir de la pre-shared key que le introducimos, el sistema va generando nuevas claves que transmite al resto de equipos, lo cual dificulta la acción de descifrado.